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5.13.5
T6a/T6b Connection Release

5.13.5.1
General

The MME releases the T6a connection(s) towards the SCEF(s) corresponding to the "SCEF ID" indicator for that APN in the following cases:

-
UE-initiated Detach procedure for E-UTRAN, or

-
MME-initiated Detach procedure, or

-
the HSS-initiated Detach procedure, or

-
UE or MME requested PDN disconnection procedure.

The SGSN releases the T6b connection(s) towards the SCEF(s) corresponding to the "SCEF ID" indicator for that APN in the following cases:

-
Detach Procedures (see TS 23.060 [6] clause 6.6), or

-
MS and network initiated PDP Deactivation Procedures (see TS 23.060 [6] clause 9.2.4).

The SCEF releases the T6a/b connection(s) towards the MME/SGSN corresponding to PDN connections in the following cases:

-
when an NIDD Authorization Update Request from the HSS indicates that the User is no longer authorized for NIDD, or

-
failure of SCEF or failure of SCS/AS connection, or

-
based on a request from the SCS/AS.
-
based on removal of the APN associated with the T6a/b connection from the SCEF.
5.13.8
NIDD Authorisation Update

Figure 5.13.8-1 illustrates the procedure of updating or revoking an existing NIDD Authorisation. The HSS may initiate the NIDD Authorisation Update procedure with the SCEF to send updated Authorisation information to the SCEF.
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Figure 5.13.8-1: NIDD Authorisation Update procedure

NOTE 1:
The interactions with the SCS/AS (e.g. step 3) are outside the scope of 3GPP and are shown for informative purposes only.

1.
The HSS may send an NIDD Authorisation Update Request (IMSI and MSISDN or External Identifier, APN, Result) message to the SCEF to update a user's NIDD authorisation. The HSS shall include in the NIDD Authorisation Update Request the IMSI and either MSISDN or External Identifier or both.
2.
The SCEF sends an NIDD Authorisation Update Response (cause) message to the HSS to acknowledge the authorisation update. If the authorisation is removed, the SCEF should release T6a/T6b connection as specified in clause 5.13.5.3.
3.
The SCEF may inform the SCS/AS that the User's authorisation status has changed by sending an NIDD Authorisation Update (External Identifier or MSISDN, SCS/AS Reference ID) message to the SCS/AS.
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